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Background

- TecDoc 1355 released in 2003 for comment
- Implementing Guide NSS 11 first published in 2009
  - Both are higher level documents in the Nuclear Security Series
  - Terminology and topics first addressed in NSS 11 have been updated in NSS 20, 14
Why amend NSS No. 11?

• (1) Consistency with other publications in the Nuclear Security Series
  • In keeping with the decision 3.16b of the May 2013 NSGC meeting
  • An Implementing Guide is currently under development (NST023) for NSS 13
  • Revising NSS 11 intended to provide a comprehensive structure for guidance on radioactive material and associated facilities in a parallel manner to nuclear material and facilities
Why amend NSS No. 11?

- (2) Development of concepts for which further guidance is needed
  - NSS 14 introduces security functions, including *security management*, and NSS 11 expands on this function and contains appendix of elements to be included in a *security plan*
  - Neither NSS 11 nor NSS 14 describes the “how to” of security management elements in detail to be useful for operators
  - An Implementing Guide, *NST024* on Security Management and Security Plans has been drafted
Why amend NSS No. 11?

• (2) Development of concepts for which further guidance is needed (cont’d)

  • **Threat assessment** applied to radioactive material and associated facilities introduced in NSS 14, but not sufficiently developed in NSS 11
  • Feedback that guidance on threat assessments, particularly in non-nuclear States is **an immediate need**
  • Examination/analysis of alternative methodologies (beyond Design Basis Threat) should be performed; detailed guidance on performing and using threat assessments is needed
(3) Expansion of current scope

Currently, NSS 11 applies to sealed radioactive sources as defined in NSS 11 and the *Code of Conduct*

Note proposed title change of NSS 11

Proposal is to broaden the scope of NSS 11 to include all (non-nuclear) radioactive material in use and storage

Will require consideration of threats associated with unsealed radioactive material, and *categorization* of unsealed radioactive material in order to establish a graded security approach
Development Steps

• Gap analysis of NSS 14 and NSS 11 with security experts
  • November-December 2013
• Establishment of working groups within the Secretariat to consider the application of NSS 11 to all radioactive material in use and storage, and threat assessment
  • January-June 2014
• Drafting of NSS 11 through consultancy process in late 2014
Proposed Structure
(Table of Contents in NSS 11 as basis)

- Table of Contents (from NSS No. 11)
- INTRODUCTION
  - 1.1. Background
  - 1.2. Objective
  - 1.3. Scope
- RESPONSIBILITIES OF THE STATE AND OPERATOR
  - Introduction
    - State
    - Operators
- SECURITY CONCEPTS
  - 3.1. Introduction
  - 3.2. Security culture
  - 3.3. Purpose of a security system
  - 3.4. Security functions
  - 3.5. Design and evaluation of security systems
  - 3.6. Integration of safety and security measures
  - 3.7. Graded approach to security
  - 3.8. Understanding and addressing the threat environment
    - 3.8.1. National threat assessment
    - 3.8.2. Design basis threat
    - 3.8.3. Insider threats
    - 3.8.4. Increased threat
  - 3.9. Vulnerability assessment
• 4. ESTABLISHING A REGULATORY PROGRAMME FOR RADIOACTIVE SOURCE SECURITY
  • 4.1. Step 1: Establish graded security levels with associated goals and objectives
  • 4.2. Step 2: Determine security level applicable to a given source/sources
    • 4.2.1. Categorization of radioactive sources
    • 4.2.2. Assigning security levels
    • 4.2.3. Additional considerations for assigning security levels
  • 4.3. Step 3: Select and implement a regulatory approach
    • 4.3.1. Prescriptive approach
    • 4.3.2. Performance based approach
    • 4.3.3. Combined approach

• APPENDIX I: DESCRIPTION OF SECURITY MEASURES
• APPENDIX II: EXAMPLES OF CONTENT FOR A SECURITY PLAN
• APPENDIX III: DESCRIPTION OF A VULNERABILITY ASSESSMENT
• APPENDIX IV: ILLUSTRATIVE SECURITY MEASURES THAT MAY BE APPLIED TO SELECTED FACILITIES AND ACTIVITIES
• REFERENCES
• DEFINITIONS
## Timeline (revised)

<table>
<thead>
<tr>
<th>STEP</th>
<th>Description</th>
<th>Status</th>
</tr>
</thead>
<tbody>
<tr>
<td>STEP 1: Preparing a DPP</td>
<td></td>
<td>DONE</td>
</tr>
<tr>
<td>STEP 2: Approval of DPP by the Coordination Committee</td>
<td></td>
<td>DONE</td>
</tr>
<tr>
<td>STEP 3: Approval of DPP by the relevant review Committees</td>
<td></td>
<td>Oct-Nov 2013</td>
</tr>
<tr>
<td>STEP 4: Approval of DPP by the CSS</td>
<td></td>
<td></td>
</tr>
<tr>
<td>STEP 5: Preparing the draft (This step may include one or more consultancies to consider specific technical topics to be expanded in the revised NSS 11)</td>
<td></td>
<td>December 2014</td>
</tr>
<tr>
<td>STEP 6: Approval of draft by the Coordination Committee</td>
<td></td>
<td>Q1 2015</td>
</tr>
<tr>
<td>STEP 7: Approval by the relevant review Committees for submission to Member States for comments</td>
<td></td>
<td>Q1 2015</td>
</tr>
<tr>
<td>STEP 8: Soliciting comments by Member States</td>
<td></td>
<td>Q2 2015</td>
</tr>
<tr>
<td>STEP 9: Addressing comments by Member States</td>
<td></td>
<td>Q4 2015</td>
</tr>
<tr>
<td>STEP 10: Approval of the revised draft by the Coordination Committee Review in NS-SSCS</td>
<td></td>
<td>Q1 2016</td>
</tr>
<tr>
<td>STEP 11: Approval by the relevant review Committees</td>
<td></td>
<td>Q2 2016</td>
</tr>
<tr>
<td>STEP 12: Endorsement by the CSS</td>
<td></td>
<td></td>
</tr>
<tr>
<td>STEP 13: Establishment by the Publications Committee and/or Board of Governors (for SF and SR only)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>STEP 14: Target publication date</td>
<td></td>
<td>Q4 2016</td>
</tr>
</tbody>
</table>
Comment 1:

As an objective of NST048 is to broaden the scope of NSS 11 to include all radioactive material and associated facilities, consider that size of facilities and magnitude of consequences are quite different.

Resolution:

• NSS 11 proposes a graded approach to security, where highest consequence sources should receive highest levels of security
• Assigned security level based on categorization based on “D” values
• Proposed expansion in scope will mean that guidance will need to be written such that it can be proportionately applied depending on the type of facility or material.
• When a facility contains nuclear material and other radioactive material, the protection requirements for both, per NSS 13 and 14, should be considered and implemented in a consistent and non-conflicting manner in order to achieve an adequate level of security.
Comment 2:

NST048 intends to broaden the scope of NSS 11 to all radioactive material in use and storage, including consideration of categorization scheme for unsealed radioactive material and the concept of threat assessment – Given these two topics, consider some preliminary work before DPP approval to ensure scope is appropriate.

Resolution:

• Secretariat was tasked by the NSGC in May 2013 to prepare a DPP to revise NSS 11 so feedback from all relevant committees prior to commencing work is being sought
• Studying the feasibility of particular scope questions will be the first step and inform the drafting process, but approval is required to commence work.
SSC comments

Comment 3:
Safety Standards in the DPP relate to radioactive sources, but scope of NST048 is intended to include all radioactive material so additional safety standards related to design and operation of nuclear installations should be added as these may store and use radioactive material.

Resolution:
• The documents noted in the DPP were taken from NSS11, but given proposed expansion of scope, consideration of other Safety Standards will be necessary.
• Initial studies and document development will be coordinated with Safety colleagues to ensure appropriate consideration of and coordination with Safety Standards.
 SSC comments

Comments 4-7:
Address items in the Table of Contents of DPP version 4, which was the ToC for NSS 14 instead of NSS 11. The DPP was subsequently corrected and reposted as v2 dated 16 August 2013

- DS457 should be included in Section 5
- Use of the term “safety system” is not appropriate
- Security management is part of the ‘integrated management system’ and DS456 should be included in Section 5
- Safety considerations should be mentioned, i.e. ‘safety and security interface’
SSC comments

Resolutions 4-7:

- DS457 is a revision of GS-R-2 and deals with “Preparedness and Response for a Nuclear or Radiological Emergency” and is outside the scope of the proposed revision of NSS 11.
- NSS 14 contains a section called, “interface with the safety system”
- NST024 on Security Management and Security Plans for Radioactive Material and Associated Facilities has been developed, with participation from Safety colleagues and taking DS456 into account during drafting; NST024 may be folded into NST048
- NSS 14 contains a section on “interface with the safety system”
Comment 1:
Be clear throughout DPP that the scope is intended to include radioactive material in use and storage, and associated facilities and activities

Resolution:
• Scope of the revision is indicated in the proposed revised title of the document, as well as in Sections 2-4 of the DPP

Comment 2:
Table of Contents should be reviewed before NSGC approval or stated to be reviewed during drafting (relates to change in scope from radioactive sources to all radioactive material)

Resolution:
• The TOC of NSS 11 was included in the DPP as a starting point, and will be revised to reflect the contents of the revised document
Comment 3:
Verify time needed to prepare the draft following approval of the DPP.

Resolution:
• Given the proposed plan to convene smaller working groups to consider certain topics (categorization, threat assessment) in late 2013 and early 2014, drafting will take place in mid-2014 for completion by end of 2014.

Comment 4:
Para 3 should mention “defense in depth” as part of” security concept”

Resolution:
• Section 3.5 of NSS 11 deals with “Design and Evaluation of Security Systems” and describes how a well-designed security system should integrate measures to perform all security functions consistent with security concepts, including defence in depth.
THANK YOU FOR YOUR ATTENTION!